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Abstract of the contribution: Updated text for the introduction section is proposed.
1. Introduction

This pseudo-CR applies to TR 33.899 [1], the study on security for 5G.

This pCR is updated text for the Introduction section based on the FS_NSA WI text.
2. Text proposal
In line with the discussion presented in the previous section it is proposed to introduce the following changes to [1]:
~ ~ ~ Start of first text proposal ~ ~ ~
Introduction

The 3GPP network operators are striving to accommodate continuously fast increasing data (i.e., user information transfer) traffic demand resulting from the support of existing services such as Internet access, voice, and multimedia communication. In addition, new services such as Internet of Things (IoT), cloud-based services, industrial control, autonomous driving, mission critical communications, etc., are emerging. Such services may require, for example, massive connectivity, extreme broadband, ultra-low latency, ultra-high reliability, and enhanced group communication. Those requirements differ dramatically from the ones that defined current network traffic and service models and pose great challenges for existing networks.

It is expected that network functions will run as software components on operators' telco-cloud systems rather than using dedicated hardware components.  The architecture should therefore be as cloud-friendly as possible, to improve distribution of processing by separation of control from data forwarding. 

For the agile introduction of new technology, one driver is to allow independent evolution of radio and the core network. Another driver is to facilitate architecture convergence between the 3GPP access and other access technologies (e.g. WLAN, Fixed Broadband Access).

There are already network architecture aspects investigated by other organizations, e.g., 4G Americas’ Recommendations on 5G Requirements and Solutions [z], NGMN 5G White Paper[10], 5G Forum Korea’s White Paper on 5G Vision Requirements and Enabling Technologies[y], and Chinese IMT-2020 (5G) Promotion Group 5G White Paper on Network Technology Architecture [x], FCC requirements on 5G [w] as well as white papers published by companies.

3GPP TR 22.864 [6] identifies use cases and service/operational requirements for next generation networks. 
All the above create the need for studying the next generation 3GPP system architecture (including improvements and optimizations on the existing architecture) to achieve a simple, flexible, scalable, secure and extensible architecture with high overall efficiency for all types of communication services of significantly differing traffic characteristics and with high flexibility for deploying networks and network slices of different characteristics for serving various user and service needs adequately and efficiently. 
~ ~ ~ End of first text proposal ~ ~ ~
~ ~ ~ Start of second text proposal ~ ~ ~
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